**Week 2 Work Shop**

**Flag: THM{SQL\_INJECTION\_MASTER}**

**Task: 2**

**Message: Hello!**

**256 Bit Encryption Key** 47C79F15C6EB01B6E90F031D4736851B

**Encrypted text:** WF3EtEDnkIdKLsc0O0r1Ug==

**Task 3.1**

**Public key**

MIGfMA0GCSqGSIb3DQEBAQUAA4GNADCBiQKBgQCXQSXZGQ39X6VEsCXEl6M1rYPymzGZ3HvR9ziD5RBl5nqR13ppIdtrKqCAivmgCxkB76B814AsJ8WgMruWF+HqDiaM1tysog6/LuCVCAbogQSo/HwbHWRT0b9aWgQljv3r03uXOmTGfbQG8NVx97OL4ZMIqfUj59/ebHOjuq9PvQIDAQAB

**Private Key**

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

**Task 3.2 and 3.3**

Message:

‘Hello message’

Encrypted text: Zfofs8Y1Kq6ZiWpn8aavR3gbdT9v4EeZTGOpFYMiUWlPZ5s6zlLixoAsqTgYzzJnTnfBDUNxwcHy2Dl7BpGVDPASX0pFZlvA6iJWZPAXS0UeTTbQleJPf42jbOODA0fzgInfqkzWC3s0s3kWjnxWi1QisH5hnuzQYDp2SDl9aZs=

This is very interesting, I am still wrapping my head around how the private key gets wrapped up into the public key or works to decrypt the message. I know it was discussed, I just don’t quite get it yet.

I have wondered how companies claim to have secure messaging that not even they can decrypt and this sheds light on that.